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Abstract

In the complex Internet of Things (IoT) paradigm that things interact with each other as well as with
human beings, one approach is to implement trust management systems in order to provide security for
smart network applications. Trust, in general, overlaps with concepts such as privacy, security, and
reliability. However, the high number of objects in IoT, along with its dynamic nature and existence of
malicious entities, make IoT trust management quite challenging. These attributes rule out the
possibility of using traditional best practices for IoT networks. Trust management algorithms have been
implemented for a variety of applications in IoT environments. These algorithms are usually utilized to
enhance the quality of received services in the presence of malicious entities. Such algorithms and
methods have been proposed to secure IoT networks in different contexts, including traffic routing,
smart cities, vehicular ad-hoc networks, healthcare ecosystems, and object authentication. In this paper,
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first, different state of the art trust computation methods are numerically evaluated to estimate trust in
a common testbed. Finding the best approach to assign a precise value to the trust level of an object is a
crucial matter. Therefore, the principal parameters that make trust computation methods different are
extracted and then, the existing trust calculation approaches built upon them are categorized. Type of
relationship, direct trust, indirect trust, combination of trust values, trust updating process, data
storage, and social relationships are considered as the parameters to analyze trust computation models
with. Type of relationship between trustor and trustee can be different. Either of them can be object or
human. Moreover, trust is usually a combination of direct experiences and recommenders’ feedback.
There are different update methods too. Trust estimation can be updated after each transaction, a
definite time interval, or both of them. Depending on the storage and accessibility of data, algorithms
can be built to be centralized, decentralized or semi-centralized. Moreover, social parameters can be
involved in trust assessment, which is the subject of trust management in Social 10T. After analyzing
each of these parameters’ effect on trust assessment, in the next part of the article, trust-related attacks
are studied. Every method that can make trust management models resistant to attacks is explained.
We introduce relevant attacks and their countermeasures in direct, indirect, and hybrid trust
calculation algorithms. More importantly, we study the methods of trust model evaluation and the effect
of limited resources on the performance of trust calculation algorithms. In short, we conduct a
comparative survey in which trust-related 10T works are studied from four perspectives: (1) Trust
calculation principles, (2) Attack resistance, (3) The effect of resource limitation on model performance,
and (4) Trust management evaluation framework. Through this, we find the advantages and
disadvantages of existing algorithms and make a measure for the evaluation of 10T trust management
systems. We provide comparative tables to show the differences between 10T trust models. A major
contribution of this paper is establishing quantitative metrics to assess trust estimation models and
reveal their strengths and weaknesses under different conditions.

Keywords: Trust, Internet of Things, Social Internet of Things, Trust Evaluation.
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(Figure-1): Objects and their owners in the IoT network
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‘f‘jj 3 Blockchain

4LoRaWAN

A 2 Vol Vfee Lo

)OW‘OM{&‘)‘J.MﬁJo?MLALm)\)].MIQjm
s Sloiel 31 oS 5 slezel a5 35 ado il oo )
90 A (gddde> by, 4 &S Cewl SBasmoslin,
50 oadalll Jae aiload pandi (e g Cudie Awd
@badl sloass bl sla Shy oell 2 [45]
D500 et |y oleiel ggoge I BT L og,045
' susi (6 pSol g Sledbl 9,50 5l eolanul b olaxel
Silos,S &Iy 595095 oladl sloasis gl olael
slazel .cuwl pglas man-in-the-middle ale> L1, ;o a5
29,99 O dlelel 5l (oS 5 Al alewy S 4 o
bog o5 cul colup) p s olael Gl

D98 o dawlrs oola slacal (o jiius slaaslg

G y5ia) 2 hime Sl oS Y0
Ll

opal cadle glalnl e coel Coeal 4 4z b
asdlas b [48] o [47] <VYlie o oBacws sl
5 Sasel gilwesly slo g5l waial)l sl iagss
Ailos,ST sy g gumards | cldl sla il oo ]
oyl o 1) col giluesky sla g5l (B aru s
5 &P S5, slaghy, oSl cwdle sla)l
Copde Jlzms Coge Copae WS Copoe
90 pal (obme g Aol Sl a > ClilgSS
L [49] o By lesls JI8 cwyp o Julow
Lsl col jo sleel Copoe Joo S5l oolaxul
Seu 1y Ll ool jo cdle lapiunawsST o1
50 odbdsll 55 e olael Copie JSTg, losisy
S8 Cedls 039> 4o Ll co il le,ls 4 [50]
SBl (n e o leyd STie 5l Dj90 50 B oS (e
Goaids el aw b Jow cpl jo asal axalb )
(e 8yl Jizl g loeb] colld (S,
iyl Al (o eul sl cldl lels 4y sleel o
Sgd e bl Ll

Lol 30 31,01 V-5

sleiel Co g 5 waz 0,505, S5 lere Tolaxel Ol

oo 451, [B1] alie ;o a5 ol T Sobs 0 pum) o (s

I Reinforcement learning
2 Bubbles of Trusts


http://dx.doi.org/10.52547/jsdp.18.2.3
http://jsdp.rcisp.ac.ir/article-1-1123-en.html

[ Downloaded from jsdp.rcisp.ac.ir on 2026-02-04 ]

[ DOI: 10.52547/jsdp.18.2.3 ]

[24] 5 [19] 5,50 90 & o b 5 [37] Lol Sy slaosl
QJS O yg0

Losls & cw s -Y-F

@ (goywd 0975 &y azgl b olalel Sy poe oy Sl
[49] 5 [20] 18] '35 joite &y s wilgs o oDl
5 [25] [24] 23] ([22] {21] {19] {17] ";S peieyut
9 =10 [58] 5 [23] T3 yoie anss (> b 5 [37]

" ooloszr! (el i gl ¥ -Y

g 3,1y slezel Slewls jo claizl slo el b S
[58] 5 [25] [24] [23] [22] J[21] [20] {19] [17]
s pnlys elain] lusl ooyl ass

sloze! dnwlxo glo oo Julxi —F

p&.’»’.m
Slozel MLZO J° 61‘0‘ ‘SLD)’.ASLQ -

WM

05555 5 F-1-)

BUYCoPR COTLN - VU I LR CEP RN 5

B0 Hlis 0,63 3L LB o | saimacwas

pas g Culs, ol s 0n S i ihaie 5953k @
oMel jao g SO Do oaipadsll 5l s culs

poe g Sald) Ol Cwsd oS gl 3,955k o
el S g yao G golael B o 1) v cols,
Sl G g yao o polie S pl a8
A oo s @l Falaw (o 1) gaiecals,

ooy -f-1-¥
S iS5 mls oS (g sbay ol loj 51 ol slasel
Aid P pads Sldbl Ko Ole 4 g aigls
b wlaalis 5l slallss O = {og 0105 ... 01} ST
UL....;I QLA)' o |) oaj).:fg;uox} g_.;..\.;og';‘.ll..b) Q‘}."ua 0Oj 9

Foles silo)lged sla g, 5l oolaiwl L oSl was

! Centeralized

2 Decentralized

3 Semicentralized

4Social Internet of Things (SloT)
5 Feedback

¢ Exponential smoothing Methods

doizo g oussS dlese! - Y-

Cople e oleiel aiubre o pad lllSd
Lol copml als jo Cwl s g suSolexel
Ates Lail el aSs polie deine 5 coSolexel
Jols 1) aiedsn (355 Sy B RFID oy S 5l a8
Lol 5o elotzl st ol aSel )0 gl o
oaSolezel i jo ailes oo balnl cpl )8 olgieay
SYle o sasSolaiel (V) Jgaz b illas aigs yalls
(58] 5 [37] [25] [24] [23] [22] [21] 18] {17]
bolul b il olelo [49] 4 [20] [19] o 4 ¢ o
oS [49] slecol a4 oVlie adS jo deire Oliws
o oo dar ;o 0ads 38,5 ,la5 10 ol jerr yali gloaol ,
Sl 00 5,8 Lol

PUTLIWPRCIFUS B o ¢

olazel iy ol @ e.xﬂso Cwddy Gley Jab yo L]
3 i Sleiel ailxe jo 1)l OVl 4;;3]
aalio 90 pl 3l ooletuwl gz LS o plaise JLeri¢
T Lo 0 el Ladl co il gl el )b ol of penas
a2les o)Ll puine slaiel deulre gl Jow 4 alis

edine ya: oloxel ~Y¥
Ly s Sl 25 4 Lo olotel aslone sl 5lo

Slazel o ol el il 5 LS 51 Gl @
peiinne (ST 5l ol ol 5l oS 5 s b S5
slodas 0 15y ol G Sl Gl 56 s

3om bl Coynl Al je Cwad 4 il s o

oS P e 9 pekiee € g i Slolel dul
Codd oaipodll)] sleel mlaw ol a4 0B gyl

w55 Slahy) ewap 4 dlie G175 s walys

Slosel @L&)}B) a -Y-0

JL7] G815 5o plmil 5l am ilgs oo slazel (Slu)jg,4
, [58] ¢ [49] [25] (23] {22] {21] {20] 18]

FA 2be Vo Ll VFee JLo


http://dx.doi.org/10.52547/jsdp.18.2.3
http://jsdp.rcisp.ac.ir/article-1-1123-en.html

[ Downloaded from jsdp.rcisp.ac.ir on 2026-02-04 ]

[ DOI: 10.52547/jsdp.18.2.3 ]

F
1
5
®
3
,_]
X
3
B
3\,
5
®

SYsb oy 03k o e a0
DeolieS Sloj o3l 4o s s :Oirjec .
M0s oyl DaeclisS 5 Dae Ysb ok
&S Baa ol Loyl e slp g aiies sad b
L caes gl asly o 1) laskael ol (g,
W FRWIPVEIR ST PR VL &
» aS el ‘5'.’. 9 )M Oy Lg)l.\.o.o svd.!a.g‘) )5»515 :Fij L]
sleiz! Glbls )l gyl 5l slacgoms oaiasl)l Jow
L Ll oo eleizl b)) g el 18, Ll o
D9 g0 odeze p ) sl el
o3l S o S ol sl A Solsils blsl -
Wb oo g Al 5SS Ay 9 Sl
aoler  ols,l Lol b g f‘_s_;Li.ar@ alal, -
lyos3 (S Joro plas pasels ablio 85 Loyl
WIS o STil a1y 0e5 )15 L wiile
S ol b Ltl £ lle 3, 51 Ll L) -
abaulgds Ll a5 cwl bl )| Yol sloiz! LLS )| -
il bag e oo 4 liilels
ot 3 S bl b e il
e lade Gles piins sloel wanil aslys 1Sy
(o ST S il g (0 g Cawl alayl) (4uS1
O N [ PP P
D9l oo Juol> alayl
B o [24] 5 [17] oVYlhe jo i olaxel
oolexel Jlade tabasd jo cwl ouls (b (gaueddle
Jogig &z g (M) dly @ axg b j a4 cos
slezel Hladie o315 (DE(E)) podiane slazel (glinan]
a bl oo g JJ‘SA Cwody (E—AL) oy 40
obey csdS L3b Jlesl jshatedy wiads oS los

Tjj () = (1 — )Ty (t — At) + aDjj(t) ®
5 GlSer dlao bSoe (F) dal, o X
o oy abols AL 5 sitn ol & anebdle

Lol 2S5 o S

O

2 Relationship Factor

3 Parental Object Relationship

4 Co-location Object Relationship
3> Co-work Object Relationship

¢ Ownership Object Relationship
" Social Object Relationship

A 2 Vol Vfee Lo

Slasliv a5 0,5 oS5 Jysed 1) Claalie ol
oS5 ogrn (V) abal) bl axils (5ae )y p
baws oo lis oled gilo)lgen g, 4 1) loo,e5 5,
solie lgs oo wlamlie dlss § (V) alaly 51 oolaxul
ol wadS Ly cols, pae 5 aemls, goue

2,5 Ao 5 S 5

\ =X 3
=3l §X), §;X) = o ° d ")

Oyl yo )

G axgi b g el loy ciads ,eSBT (V) adal) o

D on A edloiel dnlxe Joo

slozel duwlxe suisdlyl gl Joo —F-Y

L 3339 goor -1

sloyially o oS 5 e sloiel (gl )9
Clysie el ol cwl olazel jlade o S5
Al g Lal copnl a0 puiias dloel aiule
alpe Neboe ol 1) eleizl sledl i)
@ azg b oS wies (06 olael By, cnl s byl
J 2o a e sleel Sl ST 03sd o gy Joe
alaly 590 ool plis Ty b oot Amgas oo obj)!
MG3 Eex gy A el sleiel dculoxe 092 (V)
aos oo lid 1y Laws|

n

Tij = o Pi (Y)
)

)s'ua Oy o)‘ﬁ,.o.b Tl] L 09.».: Ziai =1 dul.: 4.]@.:‘) U"‘ 3o

wiles G g
Shoeolainl b1y e olezel ([21] Ao
oyl Sh slaShy exipSp &5 olayill
Ll 510059 @or (Ao b g st (slazl sl
(Vo) el 00,5 Ly (go0e & gods
Fy ifN; =0

log(Nij + 1)
O;ijir —

T+ log(Ny + 1)> (e0P™ + x05°) +
ij

\p)

1
- g, if N
(1+10g(Nii+1)> i it Ny >0

§ Ad IR0 | g CaodS 005 S 1Y) alal, o
redios Slazel s b O b cwl x+e=1
Sloytell Jae cnl jo wiley Sy Jhe G ojlsen
5 JECER PPV SO U2 g P g

o STy JS olasy :N;; @

! Decay Fator


http://dx.doi.org/10.52547/jsdp.18.2.3
http://jsdp.rcisp.ac.ir/article-1-1123-en.html

[ Downloaded from jsdp.rcisp.ac.ir on 2026-02-04 ]

[ DOI: 10.52547/jsdp.18.2.3 ]

bgr slogjg e —F-Y-Y
Cewddy (V) abaly les 5l edins slozel ¢ g, ol o
L Gollas Ly & g0t @ culpo a5 Sglss cpl b ool oo
RPN S RV-PER WL I KV

slezel Jaw @l ¢ Lol Gan oS [25] Wlas jo
49y b peitns sleiel el lgime (e (eloiz]
wglion Cemoas (0) abal, 5l g Ligy 510059 &e

n
DT;; = Z(DT&” *WwiF ()
1

oobolis sl eadJle i slagyss W (0) alal, o
WG = ool o s gy ol lalsions Cupan] o5
s 5l Aoy e Coeal g s TWWT =1 4
2T Coaney 13 ] 51 it sla STy sloss
A5 50 Jol a8 S0 50 oSl S olas

(& alayl)) .l oo Cowods baass;

c

W,C_ _ Tri'}'
L] k cn
Wi Trf]

*

3 ] gl oo et sleel) (0) akal, jo DTl-f]’-1 Slade
Ol 3 A wlige cassay (V) alal, 5l 55 €N 4,
)O j 9 i L)"" p.».w QLQ.&‘ Go.h.\s )‘\.\.D.A ‘DTi(:‘}l(old)

Lol CN Aoy 50 slozel jo s ADTY 9 CN aio

DTE! = DT y1ay + ADTE! ™)

ADTif}l:f f?/s Jsesb 5l ADTSE YL akal, o
I0,0550 of BT alaly cpl 0 a5 Wl Cawoy
5 ol (03w | 8 Shae @) S (035 15 Caods)
S=all, 3l 558 sl 13 [V eg) o] oogumme o
St et FOmax 3 sslie 5 05 0n Jool> T Pmax/y
MD 5 Ve Gile 4 b (ST e sl fB e
220 ) oleiel e ;o Wlg oo aS el (g s aioy
2 by welpe @ azg b et sleel w5 ool @

el dalys cavsas At Slej slao;ls

Ly 398 (b ool —F-Y-Y
il a0 5l o (1) Cwdd 005 S 2 b ST
sham s (las S L Hho L) 03 culs) e ()
3 sladlos laalie qepiine 1Sy golaws plol
NS oo S Frn ay Sl &S s Sy 5 jhe
&) Gaecols, il b cuddse Jlail cud 5 opl 4
oilesl slaosls 5l sladlis opils b b 4y (49l &0 395
Slezel o cpl 3 S (o0 Som Lo @ S Jsin

h

ol hjled b Cdlas Sy (DY) cdlas e

S S slaay o ol

11— dhl, 5l g At Sl o3l o s

sl jlade

= ti
‘5L¢.!.,c 4-’ d)&o.é ‘;JJS :(DCOOPETG. lveness) 6)&0.“.

ij

Sade g conl Ll Glole o sloixl ciwgs akal)
Oliwgs JS 5 S i Gliags olos s b o] g00e
Z. community—interest
& s (D ‘
ol Sy slacud b L S pie slagaedde
S resl slawi ax 10t g caiSoleiel 45w o
30 a5 olapesl olasd fgemme 5 dilus gac ool 5o
Al oe Canday it gac bl o Slesa jgi Lol
o, 5 aS pl 092 L dws oo olis [22] alas
Syslp iyls 3lad (goiedddle pazsl plaS 4 sl sod
Sgdce 1S ep el $8lg e 4 wed, olexel
ooy o lie ool o oasadl)) sleel S5g, Gelul
5 oSl «dloe (Shg dw ol 1) paiine olazel
(F) akal, 4 [59] allae oilen (guieddle poxl
Sl e a5 el S o) 4 [60] dlis b golas
oozl cwl blijl s saSolezel L eleixd
BN P 9 GAMSQLMC‘ aS Cewl ‘SA_I.Q u)‘ a 6&.445)1-9
‘u,—’li@p-"l’ ).Ja.: ‘_gmdﬁ)‘l.c GCLo.o‘ L;Lm&:.d‘ EY d’l’*‘
Alae y,)lw) e LSS Solglbea L g 5o

([61]
Lossd 90 m olezel ol «Ban [68] o
5 oioms W21l 3l oolainl g elaizl Y 283 Las s
WS oo ALl g 2z LS sd s Sl
.)Ler.w.u L: D ol ol u—i‘"“ o; R 456)9.‘044
o1y 0gs ol cwas (185 5l e Ll ey lale
sleiel g WS 0 0,03 e g Sl gloo, 95 5L LI
Loy Ll 0059 &0 29, b joome aiee) s
als eS8 S b o b jloyse Sl a5l eolatul
So bl lagsy Joe cnl jo 0gdos drule (o
Calld «Wwas 08 S (655 mhaw s Coanl o L0

I Community of Interest Ground Truth (Col Ground
truth)

FA 2be Vo Ll VFee JLo

) ‘5}‘*‘“ s gaaddle o


http://dx.doi.org/10.52547/jsdp.18.2.3
http://jsdp.rcisp.ac.ir/article-1-1123-en.html

[ Downloaded from jsdp.rcisp.ac.ir on 2026-02-04 ]

[ DOI: 10.52547/jsdp.18.2.3 ]

L)l B )lro &)1 9 Judex omp 3 bl i xiil 3 Sloicl GLb'aI,‘_),S‘JI

&

&

1S (359 reSlee - F-Y-F

Jee 35 jate Ogods [18] alie o oadadl) Jow

S ovgsbeel BB oLl sl (el ol g oS o

I o S s S ez S 3 e

S 2bly Dygods ¢ el e Cwas golaws &)

Joe el ool s cwas @l e s S

| alo o gy slazel oyl slyr allie ol 4o ol

Dg o0 58 an ol

wloiel albles Copae Oledbl (5 )5lae> al> 0@
Goslaa 1, a5 B oMbl wapls I iy
S e

ool o8 WS o el 5 o a8 iloj roliil al> e @
olazel cu pae ailolw S &Il 1) LS 050 S
o o gy a8 ol a5 aie o 5T 1, il als e
13900 Jol |,

3 ol slaiel Cu e alelw lal 4o :ewsd al> po -
L] ety 5 ool dy gl Lpolosly 1) Lol
i35 oy b plgreas

sl Dl (gl Ll cadgl QL 5l s tpgs al> e -
45 3500 gy Alie ol yo aiS e cold, K005, L
5 G £ Jlae 0 boadyle ool ity
S Wz WS I eesn e Cedib
Gy el USis @) LB lacwas 53,8Tme
5 P o8 sl we)s e b cudib gl jslane
sl ] aladl>

Coenl bl ae a5 olrol 5l e al>pe-
0oly Cemd (35 o535k 4 diid Jlo 53 SLeSy
b Gllae 0,555k o 4 oudosls S (335 09d(s0
o, ks L Wy = 214ij g 5+ (tnow=t5) alayl,
el i) 00,3 Cwods 0,55 5b (loy ClldS
Gz odiddllyl g 0ui S Aol 4 (Cwns
Si 5 e oot 0 5 2 slo iy o o b
s =2 ablly jl 55 aties el LB 45 wites
Nj=-L) &S 5o, wiee cwsa (N —N)
Ni ==\ 51 Jg b wles a0 plps jlade wad
Gl gxe pl 4 g ol waler SO pln s Jlade e
Plrgd 5 Cote b anlie jo ke Ll fl a8
]

eSSl (285 sleel al o ol o i oz Al 5o -
Sled Shla (59 5 95800 arule SLL 10059

s

el odimotwas 4 4 sl (owly coaS Wrij

Sl 0013

A 2 Vol Vfee Lo

L gl B 5@ slaymall b by mjsf (oSilos upfiinne
A aalg> (A) alal,
T = ﬁ )
slass B g (@) bagatecals, ol @ alal, ol 4
Lol (1 j00) begls, pae

3 ol p e sbeiel Copae oSl
Saho 5 lane (s (S3lucrsl Som b [37] s
ol 5o el s @l ol e slazel il Gelel
by ool 5l s slezel Al (gl las
90 5l oolaiwl b Ly ajer ol oals oolaiwl Lo &y 98
99 Cnl dllie cl 55 a8 098 0 035 (e (@, ) ;i
0055 o 5 il Sl laaline g pslaexr b el
oamolis P ST A (Jygon wigd oo drlne laaiy
N oy (eas o)l leainy) ot Oloalie ggeoe
sai) e olelic ggeme
bt ST lej ojl o5 55 5 o2l (o liich o
9P (008 lake ol T ol ools &, udi) 99 Oy (sRie
Sax e b e 5 0o RS cops o bl n
Llgy 5heoliinl b Bij g @ij (o g 99800 <55
i Wgd o Al Bii=nt+1l g a;=p+)

PRVEX NN

M‘MWLﬁuﬂi)jéﬂwWom1
B9 oo (Sl )i9,% ﬁ Lo &9 o2k,

oo aujes [19] dlie jo sleel Co poe JSSgp
oo 1) Ll ple 4 Cod slazel )57 0 5
g baax | Gledbl 5l gogumme olaws Laad g awle
S om dy s oh @ Comd Uy )5 5 0SS e (5l
S (29999) ho 5 o Dypoh ks 1ST5 e
ool Culs) pas g Guecald, e 4 Colpa
|y @i 5 Bri odig,% 0929 () abaly 09d ga 053
Ao olid (2led (53l ylgen s,
ey = e + fry

@)
- ld
Bei=e gl y 1 £

T=fri 5 Sude a5 casmoglis fi; Vb akl, o
ol o as cul Sloj ol At ool ite a5 oosmopylis
ol Gloy pndi H92S1 @ g Wsdi oo j9,% Ui 9 P
di s o 4 Comd Uy )15 oo Slazel &ygo ol o
[20] 5 [19] o Ly &1395 @by ol arlna L ()

R 7 \
o QAy,i + :Bx,i ( ’ )


http://dx.doi.org/10.52547/jsdp.18.2.3
http://jsdp.rcisp.ac.ir/article-1-1123-en.html

[ Downloaded from jsdp.rcisp.ac.ir on 2026-02-04 ]

[ DOI: 10.52547/jsdp.18.2.3 ]

olnl st o)l o] pogas m > 5l i e

Prese = JS @ by uioslhe oboa )by

©dae Hlade .ol eals a5 (0,0,...,0) (n € RY)
—_—

n

s P oy g0 o coalld dculxe b anl p G a4 oleel
L @elae Jaccard coalold co po 5l oolaiwl b g Ppege

[Pn N Pyest|

T(A)m = Jaccard(By, Pyest) == x 100%

(B 7
dmlre Gl Joe amlie San L (V) Jyu

o o g ool Lplaisl Jas o 4l e e wleiel
dwle gl sl 0ol 1)1 Jow o] o Sy s
5 [24] (23] 22] [17] [21] Ve ;5 paiis oloiel
5 ewl oas oolaiwl Laws! 410039 o 5l [58]
1o s 2398 el el 51 [37] 5 [20] [19] Yl
&z 5L [28] o 5 0,Ule bl sl I [49]
o ool paiivs Sloiel awlxe slp bgs 5100439

sloie! dmwlxo oo Julxi -0

olosel avwlxo jo ol bd,esl -0-)

Lo ol ool olaad Ll Co il el aSepl 4 azgi
s glad o ol oo Jold 1) goie sl LB
G oaimadilyl s i byl gl b ST 5l ol
3G b Cwas aiejls s oh cplply scad S
wslassls STy Cwas &l 056l L aS cwed, ple
ol bl cod i onl oS oo Jol5T ) 055 Sl
obalo b Ll ol gdive s sloel aulxe o
Ceoas Bl Clbgls 4 2zl byl 5l a5 sia oLl
GST5 eadsh ey b by 5 opdige oy
Loas oyl 5l eolatwl plpegde  cailazils
5 s bl e Ll copnl aSn sle S

slose!l dwlxo oubailyl by Jow -0-Y

319039 el —0-Y-)

oo el don olaiel mlaw dwle 5l am ey al> o -
o) oy bl b g polesel B
@ oazg b olwead Sl 5l e eanSelss o
sbesel o] samocwas o Slee 5l cols, ol
REX P
RS ERERNEC St S PP NI
olazel o pan &lels 4 1, copoddl)l 4 s 395
Ao ye oly ol Copan dble wils S o3l
0,0 a5 1) pwgsy Sleiel mhaw g 95d o0 550k
S oo Sheyig,d g oald 5 s5 5L sdmdwas
CodsS (Gluyjom Al 93 gpSol Al
edor Jol 1) &l (Glayjo a5 oimssleiin
dloe slp (Fe g (8D by, 90 [23] Al
5o odbail)l yhey Hled B3 g, aS 00,5 &l slezel
Slp 3ls 0,90 polie cue Jow jo .ol [21] dlas
oty Sl 5 o 58 e IS o slatel b
ol 00 ool Yoddia s ik Jeaz 3l Buw cpl 4
Sasls ol slezel sty a5l i W) a5 by
SowolipS palims Olylas g duoy oo ] o bys DHT
2190339 (eSlse plos 5 (0f) S sk 5 (O]
Lj wly a5 ol (owgh) o 5l oascdl o slas 95 5L
(V) adaly 5l oolawl b owcnl atsls 1S15 Loyl

Sl oo Cawoay

Orec/lon (\ \)

i
Lrec/lon 1 1 1
fij wij Cij
M Lrec/lon
i=1 2i=1 “

— §V1=1 Zl=1

3,575k 2 slp ealand Sl s (34 “U%j Y akail; o

Gnds o 2iST3 5 olsosleisl Sulll (g, b ool

sooyoil Jlesl 5l 6 Fsl> jshaeas 5 WSS Ly

Fobly g 0,035k 8 Gy gl ey ol
(L > 175 35500 a3 (€l Sl

b ey plw-f-Y-0
5 Ol e Sy bl (Jow «51)1 L [49] dlas o
byl ksl 4 slazel 5 Casol lie doasliy |l5L
aaliy L) calls e oSl b bl ogd oo
6‘)‘5 QBMGA 'abul o)b )Ua.u‘ MUﬁ}‘ﬁ)lSASLg)Ué)j
A0S s pogat Jlon S lPes &by e
Ao plas |y )l (Sloyore 4 anliy o yiwd Comsg
4 baslyy a5 ws)ls ol hles o5 aS el ol

! Distributed Hash Table (DHT)

FA 2be Vo Ll VFee JLo

§


http://dx.doi.org/10.52547/jsdp.18.2.3
http://jsdp.rcisp.ac.ir/article-1-1123-en.html

[ Downloaded from jsdp.rcisp.ac.ir on 2026-02-04 ]

[ DOI: 10.52547/jsdp.18.2.3 ]

L)l B )lro &)1 9 Judex omp 3 bl i xiil 3 Sloicl GLb'aI,‘_),S‘JI

Gillae |y pediitae e oloiel Hl00y39 oaSilen 5l oolazul
sim(ux,uy)

e Zuyeu sim(ux, uy) '

ro_
tx,i -
u

ty; ()

)‘ ‘QM)—&QLQ.A.C‘ ‘Mmjo)l.g)o u.u}j)).vt.u)‘ |wi)
o assleaiy s Sloel )lao)‘g u.a.fub.n
el dalgs Cawsay (V9) alal, b gollas

ZM RTE™ x X
s, = 24 i p)

A C e jo | 4 cos slazel (RTR YL alaly jo

Q9]

£

ool oloebl e X g el oaimoolpiing oleicas K
JS olaws M g aes o plis |y (K) eaumoslyiiy 4
oiddlpiin  wed, den AT ‘;LEOLW
ol o] sy
P9 Dl AS o pé Slazel [58] allas jo
O9 peites DL 513059 (Sile wud (5,356l
OS5  Gg Sla (g el gadge (58,5 ANy
ad,s Ll o lael g pley cbdS Sl was gy

| 00

oSl 51O et Sl [21] allis o
bliyl o deine b a5 cws, puiinss Ol ks )lad}s

1% dir
Olnd — “K=1 Cik Ok]/
ij

S sl S e Cewgs plan) T oy 0 k Lol Ll

)

|73

=1 Cik

K 5l e 40,55 b g 2l oo cansts (VF) i,
K S92 b g oaiiiane alarl, kb 51 oS00 5 (OFT)

Syle wWSe alal,
Cie = NOK" + uRy + p(1 = I) ()

oiliwgs Sl Wlgs e )5 e [19] allie s

G oaxly 1y olylas sanmsslpiing (laicds a5 aalesy
ol pBamsslpain, bl oS Wil s o
Gl il gl 0g3 a p Fani ol 8l pl s el bbb
oud oolainl J3 Cyo jlae 5l calls (g 50l
blo,l oS e liwgs oo coald glo il )l o]
g dwd S ie slbgueddle 5 S ie el
Slde aw inl (Sl B5 L ) g o Caled
By oaSolezel iy ol o4 .JJGA Cosddy

S e koo, cdbe |y el ple gleolyi

Ll 2 gl 59 Slasie! smaln (slo by, dumglio 101~ J3a2)

(Table-1): The comparison of trust computation features in the 10T

Sloze! 4.,.~a|:u ‘sl&&g)
. , . . . w ysd | (Sl 9y &
byl Jowe PO IWPRI P rdiomo gl Slose! Slosel cus 5 e
G st
é,u& GSL“)'.;‘J)Li
: ol 3o | o3l Q
s sleel | osmo | b, ' o9 ' = ' o e
o W yuiio wiloxo W yuiio BFacasolysioy [ 09, byaie ool a| 51, | ik
o o LW
& O oS
5 k) (eS8 (e W)
e Ji N )i Sl ol e | 77 "i.il e 5 o oL
) PRGIRVIRCIA USt YN s e Lo -
[21] £ s | Moss ) N o] 2 o s BT Lol 5 e v oSy
byl | O s | DS Ol Ll ! N Pl
9 ALDBAS 4,20 4 dieaddle
& Slaslive L oz | Gk shade " 9.5,
[17] £ S ERST) 5 pkianne - ) Sogie| g olesel . N 09,5
oxaslpiin ) 3y
bl | 6 Kan dlas Ly | oasmooloiny Lo goedddle
09,5 g S i
5 ALDAS 4y 4 deddle
Sloslie . 2o kB laae . &Ko
[22] 5o - ol g — A Sogye| S g olesel < N ’ a))f
Ll Jls| 2% oazmoolpiin, 35 yele ?
&) Sen Zlas by | osmosleriny s saiedddle
095 o S i
oSl | T )
[18] N e et - 9 Syoge ald . o N
e e )Lu)s 5 ole; el L eie
292
kel &9
ot T | S o aall IR
: 2| cals ; s ]
[49] ol L I Jop s Bl O U Spia | N -
Jbse| Jaccar Tl S L olllgls
d Jlosyl (Kileyxe &)

O

A 2 Vol Vfee Lo



http://dx.doi.org/10.52547/jsdp.18.2.3
http://jsdp.rcisp.ac.ir/article-1-1123-en.html

[ Downloaded from jsdp.rcisp.ac.ir on 2026-02-04 ]

[ DOI: 10.52547/jsdp.18.2.3 ]

ik i Aee
ol ylas slezel iy 3S
2 . Ay e Sk . . . e J g abl, 518
- s | s e Vs ls 9 oo ol --- M5e[| sleiel g dinns e o Bts
(=2 g —
23 ¢ [Cowey ‘5' I3 el sl IS Pl 2P
rione
1 S a3 e
e E‘Q s Bl o ~ g akl, 51
sed | s | Jos . - ) -
e Do Vsl 3 e S
ke ﬂ)-' Egome
el (Olamedol lade (oine Sloel
[37] N D Xl e FEIE IS Ev " sl | 7 N
£ £ . ° . o - -
(Cod (Call BT 5] CB3S  gs oo, ol . Shadl Bads el PR (O3 1) ;“'“ S oo
L @y - S Lo e
ok &9
Obawgs
e sl ) JEFTY
I Bt el RN tofioes 2Ll L)
1 L | e 515 ol latmslgeg| T T ST et | vl ~
o L . : o La
[ ] o (€ [CadS) niE )J‘ )91)’[9 )‘%’)}9 colis . 9 O o P09 5 s ).;, ,5)4-“" S
L @y slogoeddle | Ly 9 Sy
obes eloxz! ) bs 09
S e lagaieadle
S e s
§ ALEAS &y 25 )
& aeddle
claslie b ke e
&= . .. & . . 98,
, 3 prdine S ' 5 slezel o )
[24] fs s | o ) - - BT ) N v 03,5
. &)Ken (dlas ERCEXTPEwNy By 3 yoio o
Lo _ [ ) Lo guieaddle
09,5 5 oximssloiiog
o s toaidle Side s
SR
Slaslie okt oedies slae] Sl &y slozel
&= o | OB slering & . . 235 )
039 sl | oeSiles| - slaze! " 35S
[25] Sl R I Jlg | oy | Sk ooss i | V| | plage slas
° r P09 9 [oeins yo yoke
by e ollo slazel 5 sl 5 (S e
Obej 9 Dlegoge Ll 039 )
s bl | Sl
S owitine sloze]
[20] bl | e | o @ie | Sl es i gane| - Bams | P08| skt | S - el
A& © oo q -
Oley cabdS Ll | Lt Ll g
St o (s
) ) & Gojy R | oeSle rT ) ’ i s | e ol
[58] sed e | ook | T 9 Olej «shie - PSP St . Vo - .
ARl IS e el
L L Sl Lo | cans il
[Gha)

el o0l 03ld ylizs (V) Jgo 0 assl b gllas

039 b bsy 5l pedis e slazel acule o

Lol gz 5l 58] 5 [25] [21] [19] <Ylis ;5 ol

Lad ol ouds colainl [37] dlis o L o314 gs"l‘)

L oBaumsoliw [37] 5 [20] ([19] [18] <Ylae 4o
Wloas bl cealis ola ulid

sbael Sy oo Jdxi -F

. e

sloiel Sy 30 ol gl yeiss —5-9
slazel dwle 51 o Lodl ozl aSlls jo susuS slexe!
@ dily o psie 1 colaiul b pudis pf g puiinco
Mode g9l Wl ge 5 Slabs) o bebl Co il el

Ly @239 (b ol —0-Y-Y

Lo 2395 5l oolawl b [37] alie ;o eubiuns s oloiel
&gy i e olozel aS g sbody el o dmlne
o8y sbalues a5 Cl edies Olslis
3 eolaiwl boadlaals weasgd ob,l 5l eansS oLl
Sledbl (05 SEL JSio p Glg5 s pedians ot Slaiel
plo gleolpins 5l oolaiwl b oz ues, 9 0,5 ade
&S

o hgy plw -0-Y-¥

G155 5 50 aS 3,90, [24] [22] J17] oYGe o
2 RE®) sammsslin i sl 4Ldl padias
(el 4 saeddle 5 6,k Wl b e
Dy go 4185 A0S peiis yod Slasl

FA 2be Vo Ll VFee JLo


http://dx.doi.org/10.52547/jsdp.18.2.3
http://jsdp.rcisp.ac.ir/article-1-1123-en.html

[ Downloaded from jsdp.rcisp.ac.ir on 2026-02-04 ]

[ DOI: 10.52547/jsdp.18.2.3 ]

L)l B )lro &)1 9 Judex omp 3 bl i xiil 3 Sloicl GLb'aI,‘_),fJI

&

abal, b gillae bl ol 56 b i ol 9 prodisionns
S o ool ()
T (t) = a* DT;; + B * IndT;; )
a5l &S Jhee o f20] o eadall)l Jaw
o aoslpaiy jluel il asls o ple 51 wy
Gl Slgadin diny [0 puiines Slozel lod o(lonls)
S slael 5 o8 lie Ll wwalid jlee 4w b oS
S slesel polie (35 50 pl a8 (Sloj 39 oo dmlina
M09 & 5l @l sbeiel S oo 8Ly wals

ooy39 456 5k 098 o Jol> laals gubine slexel
Awd Ql..\ml..ib )Lf.';.d QL‘..@

Loy 510039 goa —#-Y-Y

Jgi ly 90 a5 590 0 [24] 4[22] [17] oVlis 4o
(V) alal, b glae sl adls pudies LiS15
Sy G oae Jlaie by 0059 @ 5l sleel
Bl oo Cawoas (RL-XJ- (1)) oosmoolpriny

T () = (L =pTH(E = AD) +yRE®R) s1jt=k  (Y))
g oaxmaslpiiny Sl a4 wosliel jsliedy &Sy (3

BDE()
1+BDf5 (1)

Y = Aja.:‘) l.> Sl 00 oolazl U;AJJS u)l?U
Lg yI0039 &0 5l [37] Jow o JS oslexel
ol (YY) alasl) b ollae puiins juf g pueiiions Slaie]

5 CoeS ololp b S0 Gj9 Joe onl )0 098 o
D9 50 dalins 02igl bl gy ST Lok
Ty=wq*T+w;xTfj, wg+ao;=1 (YY)

slaiel oSy 5 [19] Jow o ol olaxel

Qo2 3l oolawl L oaS cenl pediie g o

D9l oo Juol> (YY) alasly 515 Ligy 5100559

te = mt + (1 — .t (YY)

by Sl -F-Y-¥
S yeie JulS jsbds & jg0a, [49] alis ;o oadsadl)] Jow
Orlee oo b ol p 4 slosel (liae g 05 o Joo

Q@M°6i) S8y slas sl als (Lol

Al oo Cewony

o 3l oleskel gy Jowo ol -V
Mo

A 2 Vol Vfee Lo

S dlma | olatel Ll e 5 oS 5 K055 b |,
[37] 23] {21] {20] ,o Lws! 4150539 @oz 5 ool

Lgs )10039 &o2 5 [49] o (ool (il 25]
ilosds S 5 5505, L [58] 5 [19] o

Slocel CuS 5 jo culdilyl gy Joo —F-Y

foalimnd ol § rlianno
Lo Hlo 059 g —#-¥-)
20> a5 (V) abal) 51 ol slezel [21] Wlie Jow jo
5 99 oaiioms pmf Sloiel (eaiinne sloZel H180y39

oles a5 Ryj oo cowody bl culps b cy3S e

LTI R
mujyd.gjw‘jd.gwlgﬂ;fc

i pa5 Ry =
S yiiie Gliwgs a5 cwl (g0l 8l snims lis el o
7 0l5e 5l ek ;o iyl 4 g wls ol
O e
Tij = aRij + ﬁlj + ]/Oglr
+6807¢ Ay
a+f+y+6=1
oedls a5l i e, a5 gl [23] alie e
G955 ) deB g duwpy oo ] u‘*’T) 0,b,0 DHT 3ls,lsj slexel
5wz DHT 51, Wf, G @ slazel olme asiles oo
O adayl)) i Ollas sliws! jlo g a5l oloel
in Jole (OA) alay b illas a3 e 5

Ty = (1—o(—ﬁ’)R]-+0(0]-“m+ﬁ’0jreC A

OR) akal) ©jgom g 03 25,0 ST 5l o)k
D9l g0 By y3

‘_(Aj+Hj)
R = /(Qj+A]-+H]-) O

il o cul Slds slaw @ (V) akal, o
So ol Al o wi) Sobe 4l oy Cwus
& i Olass yo 4 aﬂsa Clas 4 (655 5o cloixl
sy jeas ahuly b ocdisotwas lacay STy

slozel dulxe gl [25] i ,5 onisadl,l Jow

slodel slo0y39 @e 5l (29,80 (wly 90 (o (2l


http://dx.doi.org/10.52547/jsdp.18.2.3
http://jsdp.rcisp.ac.ir/article-1-1123-en.html

[ Downloaded from jsdp.rcisp.ac.ir on 2026-02-04 ]

[ DOI: 10.52547/jsdp.18.2.3 ]

Oley b sl lganel el yoss Jl j0 0y 9 g5
162] wiley (B (gmarmal &0 Glas yoons]

4 olgs 4 oy ) T Al s, ales -
S, S Jbye S e @l ceas o leas
sbul b b ol cales cnl o Sybil ale>

e |y 0gn Bly Cuge Ja olulids sleoles
RCLP

9 % iy Oy paie a5 o Toly o3l ales -
alid by w5 plpeds 5 SL T, 095 9w
[62]

o ol dles cpl o Pailaieden b ales -
BB albn] L sl aluedge  Ojgod
oy Sleas b w0l slaslpiinn b o yaloslazel
[37] aos oo )L, s 0u g

Syl e Jde cpl o :;LS}';\T)P o> -
3)by> o5 slasleriog Al gy pai b ploy g,
99)s° YL) PR amd:\jb‘ ub.&d.; g_;l}b..:‘ 6‘;)
[63]

booyre ol adb ol o ¥ o s -
Sl L S bt ol o S 00
el el (o3 oy 95058 W slasleiiny
L}"T) u." ul?u.)‘ U“"L‘“’ 9 W) goi) QT Cemgio
[63] a0 so ialS 1) onmocwas lgica

o)Lg)o oL (59, )‘ ujm).a,\.c A‘;L?b..:‘ )L'lé) o> -
S (Foze o e il bl )15 ey (S
Ol 29> Sl )b, iz aSed lizl ple b
[37] as soi

=\S|)| 0956 dlax>  Joo Q_ﬂ 59 IG\OLQ} L 4:;@‘5 o> =
05 o0 Dolile Gloj ki b oy wl) 959550
o33kl sl nlin o JLis 4 455 5bay
[37] el as¥olels

&l 0gms calo> dﬁ‘ 5o :\’Ql&o & dily des -

D9l o0 Doliie (e oti b o Fe ) 95555k

3 Conflicting Behavior Attack
4 Newcomer Attack

3 Intelligent Behavior attack
¢ Good-mouthing Attack

7 Bad-mouthing Attack

8 Selective Behavior Attack

° Time-dependent Attack

101 ocation-dependent Attack

Sl jo oloskel a4 WMo glgil V-
Lol i

aS ol (Kool jaie (g0l olows Lesl oo ol aSl
o Lol opl 5l (B oS oo Al egie Dloss
55 35 3 osl g eIt Blen L oS s
|y ol o Shae Ll %00 S oS b 5 ol,%e0 Sl
Bas b oeoanin lales wijle oo axlee JSin b
Aol b sleel copae gloalols sy
059> o dlaiel b L Oes (V) IS8 Gillae

Aloads pands Lol atws g0 4 Lbl o il

bl 6 pdul o slesel 4y SHlos

O e J"I L

ool JBd) e gl
m
o -

AU e g

el

Al 5,

Lol e sl 5o slosel ay WHlos glgil (V- i)
(Figure-3): Types of attacks on the IOT trust
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(Table-2): Comparison of algorithms' resistance to attacks, limitations of IoT elements and methods of evaluating trust algorithms
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(Table-3): Simulation parameters
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(Table-4): Quantitive simulation results
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